
Protect yourself from
'phishing'
Be more aware of ways hackers and scammers try to gain access to data by email, text, phone,
WhatsApp etc.

NOTE: The world of spam emails and in particular email phishing is constantly evolving, but it's
better for us to offer some advice rather than none.

What is phishing?
The practice of sending fraudulent communications that appear to come from a legitimate and
reputable source, usually through email and text messaging. The attacker's goal is usually to:

gain access to your email address and password
to install malware on your phone/computer
to steal sensitive data from you or your organisation
gain your bank or card details to be able to steal money

How to protect yourself from phishing
If you come accross better video or written guides, than we have here, place contact Digital team
with your suggestions.

Spotting dodgy 'domains'
Way to help you decide if an email is genuine

https://rebeltoolkit.extinctionrebellion.uk/books/intro-to-technical-and-data-services/page/getting-tech-support
https://www.youtube.com/watch?v=gSQdERqtR5o&feature=youtu.be
https://www.youtube.com/watch?v=yxlR1st8QKI&t=25s

